***PROCESO A IMPLEMENTAR* (fproceso)**

|  |  |  |  |
| --- | --- | --- | --- |
| Nombre del proceso: | **Despliegue servicios Utilitarios sobre Openshift** | Frecuencia: (diaria,semanal,mensual,trimestral, anual, eventual, etc.) | **EVENTUAL** |
| Módulo: |  | Equipo en que debe correr: | Producción |
| Solicitado por: | Jonathan Guerrero | Fecha de solicitud: | **10/Septiembre/2022** |
| Autorizado por: | **Dario Barco** | **Vto.Bno.Producción:** |  |
| Ejecutado por: | **IDS** | Fecha de ejecución: | **10/Septiembre/2022** |
| Hora inicio: | 10:00 | Hora fin: |  |
| Verificado por: |  | Fecha y hora de verificación: |  |
| **Objetivo/Descripción del proceso:**  Despliegue servicios Utilitarios sobre Openshift | | | |

**Consideraciones antes de la ejecución del proceso:**

|  |  |
| --- | --- |
| Momento de ejecución: | **Inmediato** |
| Archivos que necesitan respaldo: |  |

|  |  |  |
| --- | --- | --- |
| **Paso** | **Actividad** | **Responsable** |
| **1** | 1. Ingresar por browser a la siguiente URL y escoger la opción “bb-users”:   <https://console-openshift-console.apps.ocpbbpro.bolivariano.fin.ec>     1. Ingresar con usuario de dominio personal 2. Escoger el proyecto/namespace:   Administrator 🡪 Projects 🡪 **bb- recaudos** |  |
| **2** | **RESPALDAR SECRET**  Ir a la sección Developer 🡪 Secrets  Burscar el archivo [truststore-jks](https://console-openshift-console.apps.ocpmsbbdevqa.bolivariano.fin.ec/k8s/ns/bb-dev-recaudos/secrets/truststore-jks)    Click en save file |  |
| **3** | Conectarse, con su usuario de IDS, por SSH al servidor BASTIONOCPSRV (172.25.5.5) | IDS |
| **4** | **Secrets**   1. Transferir por SFTP los archivos JKS “**truststore.jks**” del proyecto **bb-recaudos**, al servidor BASTIONOCPSRV (172.25.5.5) 2. Ingresar en OCP por Línea de comandos con su usuario personal:   oc login -u **USERID** https://api.ocpbbpro.bolivariano.fin.ec:6443   1. Acceder al proyecto en el cual se creará el Secret:  |  | | --- | | oc project bb-recaudos |  1. Ubicarse en la ruta del JKS:  |  | | --- | | cd /(ruta donde depositó archivo jks)/ |  1. Eliminar secret existente:  |  | | --- | | oc delete secret truststore-jks |  1. Crear el secret:  |  | | --- | | oc create secret generic truststore-jks --from-file=truststore.jks=truststore.jks |  1. Eliminar el JKS del servidor BASTIONOCPSRV:  |  | | --- | | rm -rf /(ruta donde depositó archivo jks)/truststore.jks | | IDS |

**Consideraciones después de la ejecución del proceso:**

NINGUNA

|  |  |
| --- | --- |
| Reportes a usuarios: | Arquitectura IT |
| Archivos a usuarios: | Ninguno |

**Observaciones :**

Ninguna